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Postovani roditelji,

Zeljeli bismo Vas upozoriti na rizike povezane s aplikacijama i web-platformama za nasumicne
video razgovore, kao $to su OmeTV, Chatrandom, Emerald Chat, Monkey, Bazoocam i slicne.

Ove aplikacije omogucuju korisnicima da se anonimno vide i razgovaraju s nepoznatim
osobama putem kamere i mikrofona, bez pouzdane provjere identiteta ili dobi korisnika.
Mnogi od tih servisa navode minimalnu dob od 18 godina, ali u praksi ne provjeravaju stvarnu
dob, pa se vrlo lako moZe dogoditi da djeca komuniciraju s odraslima.

Rizici koje zelimo istaknuti:

e moguca izloZenost neprimjerenom i eksplicitnom sadrzaju;
e kontakt s potpunim strancima, uklju¢ujuci odrasle osobe;
e rizik od manipulacije, online predatora ili zlostavljanja;

e nema ucinkovitih roditeljskih kontrola ili mjera zastite.

lako je pristup takvim stranicama blokiran na Skolskim racunalima i mreZi, ucenici ih i dalje
mogu koristiti izvan Skole — putem osobnih uredaja i mobitela.

Sto mozete uéiniti kod kuée?

Vv Razgovarajte s djecom o sigurnosti na internetu i upozorite ih da ne razgovaraju ni ne dijele
osobne podatke s nepoznatim osobama.

v Ukljucite se u praéenje aplikacija koje Vase dijete koristi, osobito onih koje omogucuju
video razgovore.

Vv Koristite roditeljske kontrole i alate za filtriranje sadrzaja na ku¢noj mrezi i uredajima.

U slucaju pitanja ili potrebe za dodatnim informacijama stojimo Vam na raspolaganju.

Vise informacija mozZete procitati na: Upozorenie roditeljima! Znate li $to je OmeTV? — Csi.hr


https://csi.hr/2025/05/15/upozorenje-roditeljima-znate-li-sto-je-ometv/

Sigurnost Djece Online: Rizici Aplikacija za Nasumicni Video Razgovor

Ministarstvo znanosti, obrazovanja i mladih te CARNET upozoravaju na porast koristenja aplikacija za nasumicne video
razgovore (npr. OmeTV) medu djecom, Sto stvara ozbiljne sigurnosne rizike povezivanjem s neprovjerenim strancima.

KAKO ZASTITITI DJECU: KORACI ZA RODITELJE

Direktan kontakt
s nepoznatim odraslima
Aplikacije ne provjeravaju dob

korisnika, omogucujudi direktnu
komunikaciju djece i odraslih.
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i digitalno nasilje.




